There are many ways to disable UAC on your computer. Here are a few...

Option A - Disable UAC Through User Account Control Settings
This is the method that should be used by most users wanting to disable UAC.
Go to User Account Control Settings.

Type in UAC, or go to the System and Security applet.

Click on the "Change User Account Control Settings" link.

——r
= L x

P ot =] | oot ContetFonet 5]

B r -
Control Panel Homs Action Center

System and Secuity Bevimw your comparter's stabus snd resobee issues
Hebarcek and Inkemet

Hardware ard Sound

W Chenge User Acooyrd Control settings | Troubleshoot comman comparter problems
Fiestore your computer ﬂn earer time

Windows Firewall
i Check firewall status Blicre 8 progeam through Windows Firewall
User &coounts and Family
Lafety Systemn
Appeararce snd Wb pvsdurd of RAM and prcgessed §paed Chasck the Windows Expanence [ndex
P:rm.lh“inn W dllcw remote sccess | See the name of this computer | W Device Manager

Clack, Langusge, and Regicn e Windows Update
Eaze of Access . Turn pubamatic updating on ef el Check fer updates | View inslalled updabes
Power Options

Change battery settings ~ Require a password wihen the computer wakes
Change what the power buttons do Chamge when the computer sheeps

Backup and Restare
Bk up your computer | Restore files from backup

BitLocker Drive Encryption
Profect yous computer by encrypting data om your disk | Manage BitLocke

2  Administrative Tools
Free up disk space | Defragment your hard drive
W Creste and format hard disk partitions B View event logs B Schedule tasks

WWIDA Control Pamel

BTW, you can also type in this command from the Run menu:

C:\Windows\System32\UserAccountControlSettings.exe

To turn off UAC, move the slider to the Never notify position, and then click OK. If
you're prompted for an administrator password or confirmation, type the password or
provide confirmation.



Choose when to be notified about changes to your computer

User Account Contral helps prevent patentially harmiful programs from making changes to your computer,
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To turn UAC back on, move the slider to choose when you want to be notified, and then
click OK. If you're prompted for an administrator password or confirmation, type the
password or provide confirmation.

You will need to restart your computer for UAC to be turned off.

Option B - Disable UAC Through Group Policy

This is the method that should be used by administrators wanting to disable UAC across
several computers at once.

This can be done via Local Group Policy or via Active Directory-based GPO, which is
much more suited for large networks where one would like to disable UAC for many
computers at once.

If using Local Group Policy you'll need to open the Group Policy Editor (Start > Run >
gpedit.msc).

If using in AD-based GPO, open Group Policy Management Console (Start > Run >
gpmc.msc) from a Windows Vista/7/2008 computer that is a member of the domain. In
the GPMC window, browse to the required GPO that is linked to the OU or domain
where the computers are located, then edit it, or, if needed, create a new GPO.
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{open the GPO editor

In the Group Policy Editor window, browse to Computer Configuration > Windows
Settings > Security Settings > Local Policies > Security Options.



Make the following changes:

e User Account Control: Behavior of the elevation prompt for administrators in
Admin Approval Mode - Set its value to Elevate without prompting.

e User Account Control: Detect application installations and prompt for elevation -
Set its value to Disabled.

e User Account Control: Only elevate UlAccess applications that are installed in
secure locations - Set its value to Disabled.

e User Account Control: Run all administrators in Admin Approval Mode - Set its
value to Disabled.

' Group Polcy Managemenl Editor

Fie Achon View Heb

X SEAET N e
| Desable UAC 6PO ARENDC.VE o] [ Policy = | Pabicy Setting a|
= §& Computer Configuration Metventk security: Reetrict NTLM: Audit Incomirs NTLM Traffe Mat Defined
=1 L] Poldes Metvork security: Resirict NTLM: Audit NTLM authentication in this domain Mat Defined
# (] Seftware Settings Metwork security: Restrict NTLM: Incoming NTLM traffic Mot Defined
= [£] Wirdawe Settings Peertveork security= Restrict NTLM: NTLM authentcation in this domain Mot Defined
B [ Marme:Reschitio Metvenrik security: Restrict NTLM: Outgoryg NTLM waffic to remote servers Mot Defined
e Eﬂ'm (Sterhp Recovery console: Allow autometic adminstrative logon Mot Defined
e :?' E;Eﬂ;l;:'i:h:; Rescovery corsole: Al floppy copy and acoess to 8l dreves and all folders ot Defined
- :T Loeal Pelica Shutdovn: Allow system to be shut down withowt hawving to log an Mot Defined
p Auscht P Shubdoven: Oesr wirbual memory pagefie Mot Defined
N ﬂ Lser Rk System ayplagraphy: Force strong key protecton for user keys stored on L. Mot Defined
¥ 5 Securiny System ryplography: Use FIPS compiant algorthms for encryption, haghin,.. Mot Defined
T J Eventlog System objects: Require case insensithity for non-Windows subsystems Motk Defined
¥ g Restricted ¢ System obiects: Strengthen default permissions of internal system obgects (... Mot Defined
¥ [ System Ser System settings: Optonal subsystems Mot Defined
+ g Regstry System settings: Use Certsficate Rules on Windows Execurtables for Softwar... Mot Defined
[# File Syshem User Account Control: Admin Approwal Mode for the Bult-in Administrator ac. .. bot Defined
2 _a Wined Netw User Account Control: Aliw UlAocess appiications to prompt for elevation w... Mot Defined
# | WindevesFa | | 1) User Account Control: Behavior of the elevation prompt for administrators i, Blevabe without prompfing
Metwork Lis User Accounit Control: Behewvior of the dlevation prompt for standard users  Bot Defined
4 paf Wireless e | 30 e Account Control: Detect application instalations and prompl for slevation Disabled
: ;ﬁ:ﬁﬁ_ User Account Control: Orly elevate executables Sat are signed and validated Mot Defined
e | User Account Control: Only elevate UTAccess applcations that ane installed |, .. Disabled
e - Wser Account Control: Run all administrators in Admin Agproval Mode Cisabled
P 3 1P Seauity User Account Control: Switch to the secure desktop when promping for gle... Mot Defined
1 | Advanced £ User Account Control: Virtualize file and registry vnite faiures o per-user lo... Mot Defined -
| e v i | ®

Restart the computer when done.

Option C - Disable UAC Through the Registry

Another method to disable UAC is through the computer's Registry.

Warning!

This document contains instructions for editing the registry. If you make any error while
editing the registry, you can potentially cause Windows to fail or be unable to boot,
requiring you to reinstall Windows. Edit the registry at your own risk. Always back up
the registry before making any changes. If you do not feel comfortable editing the



registry, do not attempt these instructions. Instead, seek the help of a trained computer
specialist.

Click Start, click Run, type regedit, and then click Enter.
If prompted to enter your credentials by UAC, do so and/or press Yes to continue.

Navigate to the following registry subkey:

HKEY LOCAL_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\S
ystem

In the details pane, locate the EnableLUA key (REG_DWORD type).

On the Edit menu, click Modify. In the Value data box, type O (zero), and then click OK.
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Exit Registry Editor, and then reboot the computer.



